附件

辽宁省网络安全保障工作联盟

第二届网络安全技术支撑单位申请书

（2022-2023）

申请单位：

提交日期：

联 系 人：

联系电话：

辽宁省网络安全保障工作联盟

填写须知

申请成为辽宁省网络安全保障工作联盟网络安全技术支撑单位应符合以下基本条件：

1.应在中华人民共和国境内注册成立（港澳台地区除外），由中国公民投资、中国法人投资或者国家投资的企事业单位，具有独立法人资格，具有合法经营资格，在中华人民共和国境内从事网络安全服务；

2.应遵守中华人民共和国现行法律和法规，资信良好，无违法犯罪记录，无违规经营记录。参与技术支撑的工作人员仅限中华人民共和国公民，法人及相关人员无不良记录；

3.应在辽宁省内设有固定办事机构，组织管理结构和监管体系清晰明确，在网络安全领域从业2年以上，经营状况良好；

4.应具有稳定网络安全技术和服务团队，具备较高应急响应能力，具备实施网络安全应急处置必要的工作环境、研究环境及相应设备和工具；

5.应在网络安全咨询设计、技术研发、教育培训、监测预警、检测评估、应急处置等细分领域具有较为突出的技术资源优势；

6.应严格遵守国家保密相关法律法规和联盟网络安全技术支撑单位相关管理制度；

7.应积极参与联盟组织的网络安全领域活动，在联盟开展行业公益服务时提供必要的支持；

8.在发现重要网络安全事件后，特别是影响范围广、危害严重的事件，应及时配合联盟向行业主管部门报告，并根据需要提供信息；

9.在代表联盟参与有关行业主管部门工作期间，应认真负责完成相关工作任务，自觉维护联盟形象；

10.应按照申报要求对申报材料进行言简意赅的总结归纳，控制整体篇幅，有关证明材料应以附件形式提供，如有涉密信息请自行脱敏处理。

承诺书

本单位自愿参加辽宁省网络安全保障工作联盟组织开展的网络安全技术支撑单位评选，承诺在经营活动中无违法犯罪记录，无违规经营记录，保证提交信息准确、真实，服从评选工作安排，尊重评选结果。

本单位将认真履行技术支撑单位责任义务，积极参与联盟组织的网络安全有关工作，充分发挥自身技术资源优势，为辽宁网络安全保障工作贡献力量。

单位盖章：

代表签字：

年 月 日

## 一、申请单位基本情况介绍

说明本单位的基本信息，资质荣誉需适当提炼，如篇幅过大请以附件形式提供。

|  |  |
| --- | --- |
| **单位名称** |  |
| **单位地址** |  |
| **组织机构代码** |  | **注册地** | [ ]  **辽宁/** [ ]  **其他** |
| **注册资金（万元）** |  | **成立时间** |  |
| **网络安全****从业人数（辽宁）** |  | **管理人员数量** |  |
| **技术人员数量** |  |
| **销售人员数量** |  |
| **行政人员数量** |  |
| **网络安全****负责人（辽宁）** |  | **部门职务** |  |
| **联系电话** |  |
| **日常联系人** |  | **部门职务** |  |
| **联系电话** |  |
| **申报类别** | 请根据本单位的实际情况勾选。[ ] 调研规划 [ ] 咨询设计 [ ] 技术研发[ ] 赛事活动 [ ] 教育培训 [ ] 监测预警[ ] 检测评估 [ ] 应急处置 [ ] 安全运维其他：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| **资质荣誉** |  |

## 二、产品或服务的基本情况

说明本单位产品或服务的基本情况，需言简意赅，控制在1000字以内。

（一）主要产品或服务介绍

（二）核心技术及优势（包括与行业一般解决方案或主要竞争对手对比）

（三）产品或服务的主要技术指标

## 三、产品或服务的应用情况

说明本单位产品或服务的应用情况，需言简意赅，控制在1000字以内。

（一）主要产品或服务适用对象及适用场景

（二）实施案例介绍（列举产品或服务最具代表性的实施案例2-3个，包括实施时间、实施过程、达到效果等）

## 四、网络安全支撑能力介绍

说明本单位在网络安全领域的支撑能力，请结合申报方向展开，需言简意赅，控制在1000字以内。

（一）网络安全事件应急处置能力

（二）网络安全检查检测能力

（三）网络安全领域课题、标准研究能力

…………

## 五、网络安全工作支撑情况

说明本单位在网络安全领域的支撑工作情况，需言简意赅，控制在1000字以内。

（一）第一届具体支撑情况（联盟第一届网络安全技术支撑单位填写）

（二）近两年（2020—2021）支撑市级（含）以上网络安全工作情况

（三）本届（2022-2023）主要支撑计划

## 六、其它说明（选填）

说明本单位为提升自身网络安全能力所开展的其它工作及成果，如网络安全相关技术研究、拥有的网络安全服务设备、环境等，需言简意赅，控制篇幅。